Chapter 16  Publishing Apps
16.1  True/False Questions

1. Both Apple and Google require you to pay for each app you publish in the Play and App stores. 
    Answer: False

2. Apple has strict requirements for apps published in the App Store, but Google does not have any for the Play Store. 

    Answer: False

3. Both Apple and Google require you to provide at least one screen shot for every app you publish in the Play and App stores. 
    Answer: True

4. An Android app requires extra programming by developers if they want it copy protected. An iOS app does not. 
    Answer: True

5. Neither Google nor Apple require developers to sign their apps prior to publication. 
    Answer: False

6. Apple reviews all apps prior to publishing them in the App Store. Google does not review apps prior to publication in the Play Store. 
    Answer: True

7. Publishing iOS apps in an organization requires a different license than the one needed to publish an app in the App Store. 
    Answer: True

8. Publishing Android apps in the Play Store is free for any developer, but publishing in an organization requires an Enterprise License. 
    Answer: False

9. Testing an Android on a real device is required prior to publication. However, the Xcode simulator is enough testing for an iOS app. 
    Answer: False

10. Published apps are automatically updated for the latest iOS by Apple. However, Android apps must be updated by the developer. 
    Answer: False

16.2  Multiple Choice Questions
1. What is the name of the iOS app market?

A. iTunes
B. Play Store
C. App Store
D. Apple Market (iMarket)
Answer: C
2. What is the smallest number of screenshots required to publish an Android app?

A. 1
B. 2
C. 5
D. 10
Answer: A
3. How do you tell the App Store how much you want to charge for an app?

A. You enter the exact price.
B. You complete a short questionnaire about the app characteristics and purpose, and a price is selected for you.
C. You select a pricing tier from the options offered by Apple.
D. You are not allowed to charge for iOS apps.
Answer: C
4. How are apps protected from illegal copying in Android?

A. There is no copy protection on Android.
B. The app is encrypted.
C. An encrypted key is generated and passed to the device when the app is purchased. The operating system uses this key to unlock the app.
D. The app is coded to check if the app has been legally purchased from the Play Store.
Answer: D
5. Which best describes how iOS apps are distributed in an organization?

A. The company purchases the iTunes Distribution System from Apple.
B. A distribution profile and provisioning profile is packaged with the app, and then the user can get it any way the organization specifies.
C. There are many third-party solutions that an organization can purchase to do this from its own servers.
D. It is emailed to the users.
Answer: B
6. Which best describes how Android apps are distributed in an organization?

A. From the Google developer console.
B. From a website purchased from Google.
C. However the organization wants the distribution.
D. It is emailed to the users.
Answer: C
7. Which of the following is the best description of fragmentation?

A. Multiple device configurations including OS versions, screen sizes, and resolutions.
B. Frequent OS releases.
C. Multiple versions of the same app available on the Play and App stores.
D. Testing Minimum and Target SDKs.
Answer: A
8. If an input asks the user for the day of the month, and the developer tests it by entering 31 and 32, what type of testing is the developer doing?

A. Equivalence partitioning
B. Boundary value analysis
C. Cause-effect graphing
D. Usability
Answer: B
9. Who performs Alpha testing?

A. The Play and App Stores
B. Potential users
C. The organization that produced the app
D. Management
Answer: C
10. What is the minimum number of real devices that an iOS developer should test his/her app on?

A. 0
B. 1
C. 2 (iPad and iPhone)
D. Each device type and iOS version the app targets
Answer: D
11. How are apps protected from illegal copying in iOS?

A. There is no copy protection on iOS.

B. The app can be acquired only through the App Store.

C. An encrypted key is generated and passed to the device when the app is purchased. The operating system uses this key to unlock the app.

D. The app is coded to check if the app has been legally purchased from the App Store.
Answer: C

12. When are Android apps rejected because of policy violations?

A. Prior to publication if they fail a review by Google employees

B. Prior to publication if they fail an automated review that is executed on the uploaded binary

C. Post publication if they fail a review by Google employees

D. Post publication if there are complaints and they fail a review initiated because of complaints
Answer: D
13. Which of the following best describes unit testing?

A. Testing to ensure that the app meets all specifications
B. Testing to ensure that individual components of an app meet all functional specifications
C. Testing to make sure every button works
D. Testing to make sure the user can use the app effectively
Answer: B
14. What is the minimum number of real devices that Android developers should test their apps on?

A. 1

B. 2 (phone and pad)

C. 4 (minimum and target SDK on each phone and pad)

D. Each device type and OS version the app targets
Answer: D
15. What are the required app icon sizes for Android and iOS?

A. 1024 px for both
B. 512 and 1024 px, respectively
C. 72 and 144 px, respectively
D. 512 px for both
Answer: B
16.3  Matching Questions

1. Select the best description of each term or phrase.
Play Store   

   
Fragmentation  
 
   
Beta testing   

   
Keystore   

   
Publishing  
 
   
Unknown sources  
 
   
Unit testing  
 
   
APK  
 
   
Archive   

   
Boundary value analysis  
 
   
A. The term used to describe the act of making an app available on a market.
B. Testing of an app by actual potential users of the app.
C. Testing individual bits of app function.
D. The marketplace for apps provided and managed by Google.
E. What Android apps that don’t come from the Play Store are designated as coming from.
F. A file used to sign an Android app.
G. The term used to describe compiling an iOS application for release.
H. Apps that do not come from the Play Store.
I. The term used to describe an environment where there are many devices with different characteristics and operating system versions.
J. A type of unit testing.
Answer: D, I, B, F, A, E, H, C, G, J
